附件2：

评分表

| **序号** | **评审因素** | **评分细则** | **分值****（分）** | **得分** |
| --- | --- | --- | --- | --- |
| **一、报价得分（10分）** |
| **1** | 投标报价(10分) | 价格分应当采用折扣率高优先法计算,即满足采购需求且折扣率最高的为基准价，该项价格得分为满分。其他供应商的价格得分统一按照下列公式计算:供应商价格得分=(折扣率/基准价)x10,价格得分四舍五入后保留小数点后两位有效数。(对供应商符合规定的小型和微型企业(监狱企业、残疾人福利单位视同小型、微型企业)报价给予10%的价格扣除。 | 10 |  |
| **二、技术部分（60分）** |
| **2** | 技术方案（30分） | 依据各供应商项目实施方案中所包含的流程步骤、测评方法、测评工具、保密措施、安全管理制度、风险防范措施等内容进行评审： 1、实施方案细节清晰详尽明确，安全管理制度、保密措施和风险防范措施完全符合采购需求的，得30分； 2、实施方案细节完整明确，安全管理制度、保密措施和风险防范措施部分符合采购需求的，得25分； 3、实施方案细节有欠缺，安全管理制度、保密措施和风险防范措施不完全符合采购需求的，得20分； 4、其他或不提供不得分。 | 30 |  |
| **3** | 测评工具要求（18分） | 1、投标人具备密码证书合规性检测工具或恶意代码分析工具，得6分；2、投标人具备网络安全数据防泄露或网络安全基础数据管理工具，得6分；3、投标人具备网络数据分类分级维度检测工具或数据包分析工具，得6分。注：需提供自主知识产权的软件著作权并加盖公章，不提供的不得分。 | 18 |  |
| **4** | 项目团队人员配备以及（15分） | 根据投标人针对本项目组建的项目团队人员配置进行评审：1、项目经理具备注册网络安全测评专业人员(NSATP)证书，得5分；2、项目经理具备高级网络与信息安全管理师证书，得2分；3、项目经理具备CIIPT国家重要信息系统保护人员证书，得2分；4、项目经理具备中级以上数据安全师(大数据技术应用) 证书，得2分。5、项目1名或以上成员具备注册网络安全渗透评估专业人员(NSATP-A)证书，得2分；6、项目1名或以上成员具备中级以上信息安全等级测评师证书，得2分。注：请在响应文件中写明人员在本项目中承担何种工作,须提供上述人员相应有效期内证书的复印件，项目开标前3个月内任一个月缴纳的社保证明复印件。相关复印件需加盖公章。 | 15 |  |
| **三、商务部分 （30分）** |
| **5** | 同类项目业绩（15分） | 投标人2021年至今（以合同签订时间为准）承接的同类项目业绩，每提供一个得5分，满分15分。注：同类业绩是指：信息安全等级保护测评服务。提供合同复印件（含双方盖章、合同金额、签约时间、采购内容），否则不得分。 | 15 |  |
| **6** | 供应商综合实力（12分） | 1、具有信息安全管理体系认证证书、信息技术服务管理体系认证证书，每个得3分，满分6分；2、具有中国信息安全测评中心颁发的国家信息安全测评-信息安全服务资质证书（风险评估），得3分； 3、具有中国信息安全测评中心颁发的国家信息安全漏洞库技术支撑单位等级证书，得3分。[以上证书须提供有效资质证书复印件或网页查询截图（显示查询网址）加盖投标人公章，不提供不得分] | 12 |  |
| **合计** | **100分** |  |